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Security Alert!

06/01/2016--IT Right has noticed an increase in the amount of ransomware
attacks. During these events data is encrypted and a demand for ransom is
made to decrypt. IT Right recommends:

* Be extra careful opening emails & attachments.
o DO NOT open emails or attachments when you don't recognize the
sender
o DO NOT enable macro's if prompted.
o Save all attachments first, and before opening right click and scan for
viruses.
e Change your network password
o Use complex passwords including numbers and/or special
characters like ~1#$%"&* -+="|\(){}[]:;"'<>,.?/

Service Contract customers should know that to combat these threats, IT Right
will be tightening password security. This includes lowering the lockout
threshold for bad password entry. Please email comments or questions to
support@itright.com.
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